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Personvernerklæring for Eisai  

 

Eisai AB med avdelingskontorer («Eisai») har hovedkontor i Svärdvägen 15, 
SE-182 33 Danderyd, Sverige. Denne personvernerklæringen er et viktig 
dokument som forklarer hvordan vi samler inn og bruker personopplysninger. 
Velg det alternativet du ønsker, fra listen nedenfor for å lese den gjeldende 
personvernerklæringen, som forklarer hvordan vi vil bruke 
personopplysningene dine. 

• Jeg skal søke på en stilling i Eisai 
• Jeg er helsepersonell 
• Jeg leverer varer eller tjenester til Eisai 
• Jeg bruker Eisais nettsteder  
• Jeg jobber for Eisai 
• Jeg besøker Eisais lokaler 
• Jeg kontakter Eisai angående frivillig arbeid ( hhc-aktivitet) 
• Jeg er pasient eller et medlem av allmennheten  
• Jeg er pasientrepresentant, er blitt invitert til å tale ved et Eisai-

arrangement eller deltar i en Eisai-video 

 
Hvis du har spørsmål om hvordan Eisai håndterer personopplysningene dine, 
som ikke blir besvart av denne personvernerklæringen, kan du 
kontakte Data_Protection_EMEA@Eisai.net. 
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1.1 Jeg skal søke på en stilling i Eisai 
Denne delen gjelder hvis du skal søke på en stilling i Eisai. 

1.1.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når du: 

• oppgir kontaktopplysningene dine til oss  

• sender oss CV-en din eller søker på en stilling   

• svarer på et innlegg på sosiale medier / en annonse om nye 
jobbmuligheter  

• registrerer deg for å motta varsler om nye jobbmuligheter 

• søker via et rekrutteringsbyrå, eller når en eksisterende medarbeider 
anbefaler deg for en stilling  

Vi kan noen ganger samle inn tilleggsopplysninger fra tredjeparter inkludert 
tidligere arbeidsgivere, kredittopplysningsbyråer eller andre byråer som tilbyr 
bakgrunnssjekker. 

1.1.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for rekrutteringsformål.  
Dette kan inkludere: 

• Boligadresse, postnummer, telefonnummer og e-postadresse 

• Telefonnumre og e-postadresser du bruker i arbeidet ditt 

• Fødselsdato 

• Arbeidserfaring hos nåværende og tidligere arbeidsgivere, stillingstitler, 
arbeidsoppgaver, ansettelsesdatoer, årsak til at arbeidsforholdet 
opphørte 

• Akademiske kvalifikasjoner og medlemskap i yrkessammenslutninger 

• Pass eller identitetskort og arbeidstillatelse og/eller visumopplysninger 

• Fotografi(er) 

• Nåværende lønn, nåværende ansattytelser og oppsigelsestid 

• Faglig opplæringshistorikk og faglige opplæringsplaner 

• Notater fra personlige møter, videomøter eller telefonintervjuer med deg 

• Resultater fra eventuelle tester som er gjennomført som en del av 
rekrutteringsprosessen 

• Resultater fra kontroller som er utført som en del av 
rekrutteringsprosessen, herunder kontroll av strafferegisteret, 
sikkerhetskontroll og kontroll av førerkort eller andre lisenser 

• Referanser fra arbeidsgivere eller privatpersoner 
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• Opplysninger på førerkort 

• Personnummer 

• Funksjonsnedsettelser og andre helsetilstander du informerer oss om 

• Opplysninger om dine besøk på nettstedet vårt (se «Jeg bruker Eisais 
nettsteder») 

 
Hvis det er visse opplysninger du ikke ønsker å oppgi, bør du informere 
rekrutteringsbyrået eller Eisai-kontakten din om dette. Du kan også velge å 
kontakte Eisais personvernombud og Eisais personvernteam ved å bruke 
kontaktopplysningene nedenfor. 

1.1.3 Hvordan bruker vi personopplysningene dine? 

Opplysningene vi samler inn fra deg, vil bare bli brukt til å vurdere søknaden 
din, fastslå om du egner deg for stillingen du søker på, og sende deg 
stillingsvarsler (hvis du ber om dette). De vil også bli brukt til å overholde 
relevante lover. De kan også bli brukt til å administrere og sende deg et tilbud 
om ansettelse eller en arbeidsavtale. 

De rettslige grunnlagene vi baserer oss på for å behandle 
personopplysningene dine, er oppfyllelse av en rettslig forpliktelse og plikten til 
å overholde rettslige forpliktelser som arbeidsgiver i henhold til gjeldende lover 
(for eksempel ved å gjennomføre rimelige tilpasninger for å gjøre det mulig for 
deg å delta i et intervju), oppfyllelse av en kontrakt og de berettigede 
interessene til Eisai, særlig Eisais berettigede interesse i å rekruttere 
personale til virksomheten og å gjennomgå og forbedre bruken av dette 
nettstedet.  

Du må informere oss hvis det er noen grunn til at du ikke kan oppgi visse 
opplysninger du blir bedt om å oppgi i løpet av rekrutteringsprosessen.  

Vær oppmerksom på at det kanskje ikke er mulig å sende søknaden din 
videre hvis du ikke samtykker i å oppgi visse opplysninger, for eksempel 
opplysninger som kreves i forbindelse med kontroll av strafferegistre eller 
sikkerhetskontroller. 

1.1.4 Hvor lenge vi oppbevarer opplysningene dine 

Hvis du søker på en bestemt stilling hos Eisai, beholder vi de av 
personopplysningene dine som er knyttet til søknaden i 15 måneder etter 
utgangen av regnskapsåret du søkte i (regnskapsåret avsluttes 31. mars). 
Hvis du for eksempel søkte på en stilling i mai 2024,  vil vi beholde 
personopplysningene dine i 15 måneder fra 1. april 2025. 
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Vær oppmerksom på at profilen din på Eisais nettbaserte 
rekrutteringsplattform og din tilgang til denne profilen vil forbli aktiv i 24 
måneder fra den siste gangen du logger inn, og at personopplysningene du 
oppgir i profilen din, vil bli beholdt i hele denne perioden. Hvis du for eksempel 
sist logget inn på profilen din 1. mai 2024, vil den fortsatt være tilgjengelig til 1. 
mai 2026, og personopplysningene i profilen din vil bli beholdt frem til da. 

Hvis du blir tilbudt en fast stilling eller blir innleid, vil vi beholde 
personopplysningene dine i tråd med personvernreglene som gjelder for 
ansatte og annet personale hos Eisai. (Du finner personvernpolicyen via 
koblingen nedenfor.) 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen eller om 
hvordan du kontakter oss. 
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1.2 Jeg er helsepersonell 
Denne delen gjelder hvis du er helsepersonell 

1.2.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg hvis du 

• samhandler med Eisai eller representantene våre 

• angir at du er interessert i og/eller deltar i arrangementer som 
organiseres eller sponses av Eisai, for eksempel et rådsutvalg, 
symposier eller konferanser 

• gir samtykke til å motta informasjon om kampanjer fra Eisai via 
elektroniske datakommunikasjonsmetoder (se også del 1.2.3 A 
nedenfor) 

• leverer konsulenttjenester til Eisai  

• deltar i kliniske studier som finansieres av Eisai 

• kontakter oss for å be om medisinsk informasjon eller for å rapportere 
om potensielle sikkerhets- eller kvalitetsproblemer knyttet til et Eisai-
produkt 

• søker om tilskudd til en utprøverinitiert studie (IIS) 

• deltar i en markedsundersøkelse bestilt av Eisai, og/eller 

• publiserer opplysninger, lager et innlegg eller kommenterer noe på en 
offentlig tilgjengelig plattform (for eksempel internettplattformer eller 
sosiale medier-plattformer) som er relevant for alle Eisai-produkter 
og/eller terapeutiske områder som Eisai jobber med, eller ved 
arrangementer som organiseres av Eisai 

Vi kan også samle inn opplysninger fra andre kilder, for eksempel offentlige 
registre, nettsteder tilhørende sykehus, kataloger over helsepersonell, 
pasientorganisasjoner og tredjeparter som tilbyr data-/opplysningstjenester.   

1.2.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for de formålene som er 
angitt i 1.2.1, og det kan omfatte: 

• navnet ditt 

• kontaktopplysningene dine, for eksempel adresse, e-post eller 
telefonnummer 

• CV-en din og yrkesrelevante opplysninger, for eksempel områder innen 
medisinsk spesialisering, presentasjoner du har gitt, arrangementer du 
har deltatt på, og publikasjoner du har skrevet 

• ethvert vesentlig økonomisk forhold til Eisai som sponsor av et klinisk 
forsøk 
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• tidligere samarbeid du har hatt med Eisai, og din deltakelse i 
arrangementer som organiseres eller finansieres av Eisai, for eksempel 
tilbakemeldinger og råd som er gitt i et rådsutvalg 

• opplysninger du gir oss (for eksempel om hvordan du bruker – og din 
erfaring med å bruke – Eisai-produkter i medisinsk arbeid/praksis med 
pasienter, eller når du gjør oppslag etter medisinsk informasjon) 

• datoer og sammendrag av samhandling du har hatt med Eisai-ansatte 
(for eksempel salgsrepresentanter og medisinsk personell) 

• økonomiske opplysninger og bankopplysninger, men bare hvis det er 
nødvendig for å betale deg for tjenester du leverer til Eisai eller for å 
dekke utgifter du har pådratt deg i forbindelse med levering av tjenester 
på vegne av Eisai, og som er avtalt på forhånd  

• informasjon innhentet ved e-postsporing, i aggregert form, for å 
forbedre vår generelle kommunikasjon med helsepersonell 

• (se også punkt 1.2.3 A nedenfor) 
• detaljer om opplysninger, innlegg eller kommentarer du har gitt på 

offentlig tilgjengelige plattformer, som er relevante for alle Eisai-
produkter og/eller terapeutiske områder som Eisai jobber med, eller ved 
arrangementer som organiseres av Eisai 

 
Hvis det er visse opplysninger vi ber om, som du ikke ønsker å oppgi, bør du 
informere Eisai-kontakten din om dette, eller du kan kontakte Eisais 
personvernombud og Eisais personvernteam ved å bruke 
kontaktopplysningene nedenfor. 

1.2.3 Hvordan bruker vi personopplysningene dine? 

Opplysninger vi samler inn fra deg, vil bare bli brukt til 

• å gi deg opplysningene du har bedt om, eller på annen måte svare på 
forespørselen din 

• å overholde Eisais forpliktelser i henhold til gjeldende lov eller praksis 
om åpenhet, og som følger EFPIAs offentliggjøringsprinsipp, for 
eksempel å opplyse om en betaling eller annen overføring av verdier 
som er gjort til deg (når en slik opplysning er lovpålagt i landet du bor i) 

• å overholde Eisais rettslige forpliktelser i forbindelse med rapportering 
av sikkerhets- og/eller kvalitetsproblemer knyttet til Eisais produkter 

• å diskutere bruken av Eisais produkter på pasientene dine 

• å overholde en avtale med deg, herunder å betale deg et avtalt 
konsulentgebyr eller honorar, og dekke alle utgifter du har pådratt deg 
som er avtalt på forhånd, og bestille nødvendige reiser og opphold 

• å skape et informasjonsgrunnlag for forretningsutviklingsstrategiene 
våre og forbedre hvordan Eisai kommuniserer med deg 
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• å identifisere opinionsledere i et terapeutisk område som Eisai arbeider 
i 

• å vurdere en søknad fra deg om en utprøverinitiert studie (IIS) 

• å vurdere ditt eventuelle engasjement i fremtidige aktiviteter i regi av 
Eisai, og/eller 

• å invitere deg til og/eller prøve å få deg engasjert i møter eller 
arrangementer som organiseres eller finansieres av Eisai, og som kan 
være av interesse for deg 

 
Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er etter hva som er aktuelt: 

• overholdelse av en rettslig forpliktelse (herunder i forbindelse med 
rapportering av sikkerhets- og kvalitetsproblemer)  

• å oppfylle en kontrakt (i forbindelse med en hvilken som helst kontrakt 
du måtte ha med Eisai)  

• eventuelle samtykker du har gitt (for eksempel for å opplyse om en 
overføring av verdi som er gjort til deg i landet du bor i, der dette ikke er 
lovpålagt), og for å motta reklamemateriale ved hjelp av elektroniske 
datakommunikasjonsmetoder, herunder ved innsamling av informasjon 
som er innhentet ved e-postsporing, i aggregert form)  

• de berettigede forretningsinteressene til Eisai (for eksempel å fastslå 
ditt potensielle engasjement i fremtidige aktiviteter, for å skape et 
informasjonsgrunnlag for Eisais forretningsstrategi, for å gjennomføre 
vitenskapelig forskning om effektiviteten og sikkerheten ved 
farmasøytiske produkter / studielegemidler og for å kommunisere med 
deg om relevante Eisai-aktiviteter) 

• hensynet til allmennhetens interesse på området folkehelse (for 
eksempel å opprettholde de høye standardene for kvalitet og sikkerhet 
for legemidler gjennom rapportering og overvåking av saker angående 
legemiddelsikkerhet og kvalitet) 

1.2.3A Dine rettigheter i forbindelse med salgsfremmende opplysninger som 
sendes via elektroniske kommunikasjonsmidler, og din rett til å protestere 

Trekke tilbake eller endre samtykke – når du gir samtykke til å bli kontaktet for 
salgsfremmende formål ved hjelp av elektroniske kommunikasjonsmidler 
(f.eks. e-post), har du også rett til å trekke tilbake et slikt samtykke. Hvis du 
ønsker å trekke tilbake eller endre et samtykke du tidligere har gitt, som lar 
Eisai kontakte deg med salgsfremmende opplysninger via et bestemt 
elektronisk kommunikasjonsmiddel, kan du sende en e-post til 
EMEA_Unsubscribe@eisai.net og angi hvilket eller hvilke elektroniske 
kommunikasjonsmidler du ikke lenger samtykker i å motta salgsfremmende 
opplysninger gjennom. Når du har samtykket i å motta salgsfremmende 

mailto:EMEA_Unsubscribe@eisai.net
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opplysninger via e-post, inkludert e-postsporing i aggregert form, kan du også 
trekke tilbake dette samtykket ved å kontakte EMEA_Unsubscribe@eisai.net. 
 
Rett til å protestere – når Eisai behandler personopplysningene dine på 
grunnlag av berettigede interesser (for eksempel for visse ikke 
salgsfremmende formål), har du rett til å protestere på dette. Du har også rett 
til å protestere på eller velge bort direkte markedsføringskommunikasjon. 
Send en e-post til EMEA_Unsubscribe@eisai.net hvis du vil stoppe slik 
kommunikasjon. 
 
Du finner flere opplysninger om rettighetene dine via koblingen på slutten av 
denne del 1.2 

Hvis du trekker tilbake et samtykke til å motta salgsfremmende opplysninger 
elektronisk, eller hvis du på annen måte motsetter deg kommunikasjon fra oss, 
kan vi fortsatt ha behov for å sende deg viktige administrative meldinger og 
annen kommunikasjon hvis loven krever at vi gjør dette. 
 

1.2.4 Hvor lenge vi oppbevarer opplysningene dine 

• Hvis du presenterer noe på et arrangement som Eisai organiserer, vil vi 
beholde opplysningene dine så lenge den foreskrevne 
oppbevaringsperioden er angitt i gjeldende lov eller praksis som dekker 
åpenhet, eller den foreskrevne oppbevaringsperioden som er angitt i 
den gjeldende økonomiske lovgivningen som regulerer hvor lenge Eisai 
er pålagt å oppbevare finansregnskaper for skatteformål.  

• Hvis du har søkt om midler til en utprøverinitiert studie (IIS), vil 
opplysningene dine bli oppbevart i 10 år. Hvis Eisai vedtar å gi deg slike 
midler, vil opplysningene dine bli oppbevart i 25 år etter at studien er 
avsluttet. 

• Hvis du kontakter oss for å be om medisinsk informasjon, vil vi lagre en 
kopi av forespørselen din og av Eisais svar i 3 år fra datoen for 
forespørselen din.  

• Hvis du har kontaktet oss om et medisinsk problem eller 
sikkerhetsproblem angående et Eisai-produkt, vil vi lagre opplysningene 
dine i 15 år etter at markedsføringstillatelsen for produktet er bortfalt, i 
henhold til gjeldende lovgivning.  

• Hvis du opererer i et av Eisais terapeutiske områder og/eller 

samhandler med medlemmer av et Eisai-team, vil opplysningene dine 

bli lagret i 3 år fra den siste kommunikasjonen du hadde med Eisai-

teamet, for eksempel i form av et personlig møte eller en 

telefonsamtale, eller enda lenger hvis du har samtykket til å motta 

salgsfremmende opplysninger via elektroniske 

datakommunikasjonsmetoder.  

mailto:EMEA_Unsubscribe@eisai.net
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• Vi vil lagre opplysninger vi har innhentet fra andre kilder, for eksempel 
offentlige registre, nettsteder tilhørende sykehus, kataloger over 
helsepersonell, pasientorganisasjoner og tredjeparter som tilbyr data-
/opplysningstjenester, så lenge du fortsetter å operere i det terapeutiske 
området, eller til du protesterer mot denne behandlingen. 

• All opplysninger som kommer fra andre offentlig tilgjengelige 
plattformer, for eksempel sosiale medier, vil bli slettet 2 år etter den 
datoen da de ble samlet inn. 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.3 Jeg leverer varer eller tjenester til Eisai 
Denne delen gjelder hvis du er eller din bedrift tilbyr å levere, kommer til å 
levere eller faktisk leverer varer og/eller tjenester til Eisai. 

1.3.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når 

• du kontakter oss for å tilby varer eller tjenester til Eisai 

• vi ber deg om å levere varer eller tjenester til Eisai, eller 

• du kontakter oss for å levere varer eller tjenester til Eisai 

1.3.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for de formålene som er 
angitt i 1.3.1, og det kan omfatte: 

• navnet ditt og navnet til ansatte som jobber for deg eller din bedrift 

• kontaktopplysningene dine, for eksempel adresse, e-post eller 
telefonnummer 

• vandelskontroller 

• tidligere kontakt med Eisai 

• økonomiske opplysninger og bankopplysninger 

 
Hvis det er visse opplysninger vi ber om, som du ikke ønsker å oppgi, bør du 
informere Eisai-kontakten din om dette, eller du kan kontakte Eisais 
personvernombud og Eisais personvernteam ved å bruke 
kontaktopplysningene nedenfor. 

1.3.3 Hvordan bruker vi personopplysningene dine? 

Opplysninger vi samler inn fra deg, vil bare bli brukt til 

• å vurdere hvor egnet du er til å levere varer eller tjenester for Eisai 

• å overholde våre rettslige forpliktelser, herunder forpliktelser i henhold til 
relevant antikorrupsjonslovgivning og andre relevante lover 

• å overholde Eisais forpliktelser under internasjonale programmer, for 
eksempel FNs General Compact 

• å foreta betalinger til deg for varene og/eller tjenestene som leveres i 
samsvar med avtalen du har inngått med Eisai, og/eller 

• for å oppfylle avtalen vi har inngått med deg angående varene og/eller 
tjenestene 
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Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er – etter hva som er relevant – overholdelse av rettslige forpliktelser og 
oppfyllelse av avtalen vi har med deg (for å vurdere hvor egnet du er for varer 
eller tjenester som tilbys, før avtalen inngås, og for å oppfylle avtalen, 
herunder ved å gjennomføre betalinger for varer eller tjenester som tilbys 
gjennom avtalen), og Eisais berettigede forretningsinteresser (for å vurdere 
hvor egnet du er for levering av varer eller tjenester i forbindelse med 
fremtidige forretningsbehov). 

1.3.4 Hvor lenge vi oppbevarer opplysningene dine 

Hvis du har levert varer og/eller tjenester til Eisai, vil vi beholde opplysningene 
dine i opptil 10 år fra den datoen du sist kommuniserte med oss i forbindelse 
med avtalen. Hvis du har kontaktet Eisai av andre grunner i forbindelse med 
levering av varer og/eller tjenester, vil vi beholde opplysningene dine i opptil 
10 år fra datoen for den siste kontakten. Detaljer om eventuelle betalinger 
Eisai har sendt deg i forbindelse med varer og/eller tjenester som du har levert 
til Eisai, vil bli beholdt i 15 år etter utgangen av regnskapsåret da den siste 
betalingen av/for disse varene og/eller tjenestene ble gjort, for å oppfylle 
Eisais rettslige forpliktelser, og for regnskapsformål, i hele EMEA-regionen. 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.4 Jeg bruker Eisais nettsteder  
Denne delen gjelder hvis du bruker Eisais nettsteder. 

1.4.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når 

• du besøker Eisais nettsteder 

• du kontakter oss eller oppgir informasjon via Eisais nettsteder 

1.4.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for de formålene som er 
angitt i 1.4.1 ovenfor, og det kan omfatte: 

• opplysninger om dine besøk på Eisais nettsteder (inkludert IP-adresse, 
geografisk plassering, nettlesertype og -versjon, operativsystem, 
henvisningskilde, lengden på besøket, sidevisninger og 
navigasjonsstier), og 

• all annen informasjon du måtte oppgi når du kontakter oss via Eisais 
nettsteder, inkludert navn og kontaktopplysninger, for eksempel e-
postadressen din 

1.4.3 Informasjonskapsler 

Eisais nettsteder bruker informasjonskapsler. En informasjonskapsel er en 
liten fil som inneholder bokstaver og tall, som lastes ned på datamaskinen din 
når du går inn på og bruker nettstedet. Informasjonskapslene som brukes på 
nettstedene våre, er såkalt «essensielle», «funksjonelle» og «statistiske».  

De essensielle informasjonskapslene er nødvendige for å sikre nettstedets 
funksjonalitet og pålitelighet. De funksjonelle informasjonskapslene gjør det 
mulig for oss å analysere bruken av nettstedet for å måle og forbedre ytelsen. 
De statistiske eller analytiske informasjonskapslene samler inn opplysninger 
fra besøkende på nettstedet, slik at vi kan telle antall besøkende og se 
hvordan de bruker nettstedene våre. Dette hjelper oss med å forbedre måten 
nettstedet vårt fungerer på. 

1.4.4 Hvordan bruker vi personopplysningene dine? 

Opplysninger vi samler inn fra deg, vil bare bli brukt til 

• å telle antall besøkende, å se hvordan besøkende bruker nettstedene, 
og for å hjelpe oss med å forbedre nettstedene, og 
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• å gi deg informasjonen du ber om Det rettslige grunnlaget vi baserer 
oss på for å behandle personopplysningene dine, er samtykket du gir (til 
funksjonelle og statistiske informasjonskapsler) og de berettigede 
interessene (for essensielle informasjonskapsler) til Eisai, særlig Eisais 
berettigede interesser i å gjennomgå og forbedre bruken av nettsteder 
og svare på henvendelser fra brukerne av nettstedet. 

1.4.5 Hvor lenge vi oppbevarer opplysningene dine 

Informasjon om besøket ditt og generelle henvendelser vil bli beholdt i opptil 
ett år fra datoen for besøket eller forespørselen. Eventuelle opplysninger i 
informasjonskapsler vil bli beholdt i 14 måneder. 

Hvis du vil ha mer informasjon om hvordan du administrerer og sletter 
informasjonskapsler fra populære nettlesere, kan du se følgende koblinger:  

• Google Chrome  

• Mozilla Firefox  

• Microsoft Internet Explorer 

• Microsoft Edge 

• Apple Safari 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
  

  

https://support.google.com/accounts/answer/32050?co=GENIE.Platform%3DDesktop&hl=en
https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox
https://support.microsoft.com/en-us/windows/delete-and-manage-cookies-168dab11-0753-043d-7c16-ede5947fc64d
https://support.microsoft.com/en-us/microsoft-edge/delete-cookies-in-microsoft-edge-63947406-40ac-c3b8-57b9-2a946a29ae09
https://support.apple.com/guide/safari/manage-cookies-sfri11471/mac
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1.5 Jeg jobber for Eisai 
Denne delen gjelder hvis du er ansatt i eller på andre måter arbeider for Eisai. 
Det inkluderer faste og midlertidig ansatte, entreprenører, konsulenter og 
innleid personell. 

1.5.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når 

• du er fast eller midlertidig ansatt hos Eisai, eller 

• du har avtalt å levere tjenester til Eisai som entreprenør, konsulent eller 
innleid personell 

1.5.2 Hva slags opplysninger samler vi inn om deg? 

• Vi samler bare inn opplysninger som er relevante for ansettelsesformål. 
Dette kan omfatte: 

• Navn, boligadresse, postnummer, kontaktnummer og e-postadresse 

• Fødselsdato og fødested 

• Arbeidserfaring hos nåværende og tidligere arbeidsgivere, stillingstitler, 
arbeidsoppgaver, ansettelsesdatoer 

• Akademiske kvalifikasjoner og medlemskap i yrkessammenslutninger 

• Pass eller identitetskort og arbeidsvisumopplysninger (inkludert 
fødselsattest hvis man mangler pass eller identitetskort) 

• Fotografi(er) 

• Nåværende lønn, nåværende ansattytelser og oppsigelsestid 

• Faglig opplæringshistorikk og faglige opplæringsplaner 

• Notater fra personlige møter, videomøter eller telefonintervjuer med deg 

• Resultater fra eventuelle tester som er gjennomført som en del av 
rekrutteringsprosessen 

• Resultater fra kontroller som er utført som en del av 
rekrutteringsprosessen, herunder kontroll av strafferegisteret og 
sikkerhetskontroller 

• Referanser fra arbeidsgivere eller privatpersoner 

• Opplysninger på førerkort (avhengig av stillingstype) 

• Personnummer 

• Helseopplysninger du oppgir til oss, eller som andre oppgir på dine 
vegne 

• Sivilstand 

• Pårørende og personer du forsørger 

• Registreringsnummer/registreringsnumre for kjøretøy 

• Bilder fra kameraovervåking og detaljer om besøk du har foretatt på 
Eisais adresser 

• Bankkontoopplysninger 
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• Detaljer om forretningsreiser 

• Dokumenter fra interne undersøkelser, disiplinære prosesser og 
klageprosesser 

• Informasjon om prestasjoner og egenskaper 

• Kjønn 

• Alle andre opplysninger som du oppgir, eller som andre oppgir på dine 
vegne 

 

Vi kan også samle inn opplysninger knyttet til din deltakelse og/eller 
assistanse på Eisais arrangementer, inkludert fotografier av deg på slike 
arrangementer, og knyttet til ditt arbeid hos Eisai. 

1.5.3 Hvordan bruker vi personopplysningene dine? 

Opplysningene vi samler inn fra deg, vil bli brukt til å overholde relevante 
lover. De kan også bli brukt til å administrere og tilrettelegge for ansattes 
arbeidsavtaler og forretningsoperasjoner hos Eisai. De kan også brukes til å 
promotere Eisai (på sosiale medier og i andre mediekanaler) og til intern 
kommunikasjon. 

Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er å overholde våre rettslige forpliktelser (inkludert våre rettslige 
forpliktelser som arbeidsgiver i henhold til arbeidsretten), for å oppfylle 
arbeidsavtalen din, i forbindelse med vurderinger av arbeidskapasiteten til de 
ansatte, i forbindelse med psykisk førstehjelp (ved samtykke fra deg), valgfrie 
ansettelsesrelaterte ytelser og kampanjesaker og Eisais berettigede 
interesser, særlig i å administrere arbeidsstyrken.  

1.5.4 Hvor lenge vi oppbevarer opplysningene dine 

Alle opplysninger som HR-avdelingen har i personalarkivet, vil bli lagret i 6 år 
etter utgangen av regnskapsåret (regnskapsåret avsluttes 31. mars) som 
følger etter at arbeidsforholdet er avsluttet.  

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.6 Jeg besøker Eisais lokaler 
Denne delen gjelder hvis du besøker Eisai lokaler. 

1.6.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når du besøker eller inviteres til å besøke 
Eisai, og når du kobler deg til Eisais Wi-Fi-nettverk mens du er i Eisais lokaler. 

1.6.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for formålet som er angitt i 
1.6.1 ovenfor, og det kan omfatte: 

• Navn, adresse, kontaktnummer og e-postadresse 

• Selskapet du representerer 

• Dato og klokkeslett for besøket ditt 

• Formålet med besøket ditt 

• Fotografi(er) 

• Registreringsnummer/registreringsnumre for kjøretøy 

• Når du kobler deg til Eisais Wi-Fi-nettverk: enhetsnavn, IP-adresse, 
MAC-adresser, dato/klokkeslett for tilgang, trafikktyper og databruk 

• Bilder fra kameraovervåking og detaljer om besøk du har foretatt på 
Eisais adresser 

• Eventuelle andre opplysninger du oppgir, f.eks. forespørsler om 
parkeringsplass for personer med funksjonsnedsettelse 

1.6.3 Hvordan bruker vi personopplysningene dine? 

Opplysningene vi samler inn fra deg, vil bare bli brukt til å legge til rette for 
besøket ditt i Eisais lokaler og for å overholde rettslige forpliktelser. 

Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er å overholde våre rettslige forpliktelser (når de er innhentet) med 
uttrykkelig samtykke fra deg, og den berettigede interessen til Eisai, særlig 
Eisais berettigede interesse i å sikre en effektiv, trygg og sikker tilgang til 
lokalene. 

1.6.4 Hvor lenge vi oppbevarer opplysningene dine 

Vi vil oppbevare opplysningene dine i 1 år etter besøket ditt for å legge til rette 
for flere besøk du måtte gjøre innenfor tidsperioden. Hvis du kobler deg til 
Eisais Wi-Fi-nettverk, vil opplysningene dine bli lagret i 14 måneder. Hvis du 
ikke besøker Eisais lokaler på nytt, og ønsker at opplysningene dine skal 
fjernes før dette, ber vi deg om å gi beskjed til verten eller kontakte Eisais 
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personvernombud og Eisais personvernteam ved å bruke 
kontaktopplysningene nedenfor. 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.7 Jeg kontakter dere angående frivillig arbeid (hhc-aktivitet) 

Denne delen gjelder hvis du kontakter Eisai angående en hhc-aktivitet i 
forbindelse med Eisais program for frivillig arbeid (hhc). 

1.7.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg når du kontakter oss, når vi kontakter deg i 
forbindelse med en hhc-aktivitet, eller når du deltar i en hhc-aktivitet vi 
organiserer. 

1.7.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for hhc-aktiviteten, noe som 
kan omfatte: 

• Navn, adresse, kontaktnummer og e-postadresse 

• Kontaktdato 

• Detaljer om forespørslene 

• Detaljer om hhc-aktiviteten og eventuelle fotografier som er tatt 

• All annen informasjon som er nødvendig for å gjennomføre eller 
vurdere hhc-aktiviteten, og enhver avtale vi har inngått angående hhc-
aktiviteten 

1.7.3 Hvordan bruker vi personopplysningene dine? 

Opplysningene vi samler inn fra deg, vil bli brukt til å gjøre det mulig for våre 
ansatte å engasjere seg i hhc-aktiviteten og for å holde oversikt over hhc-
aktiviteter vi har utført. 
Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er samtykke, for å oppfylle enhver avtale vi har inngått med deg og for 
Eisais berettigede interesse, særlig Eisais berettigede interesse i å 
administrere hhc-prosjektene og overholde Eisais forpliktelser i henhold til 
gjeldende farmasøytiske bransjeregler eller praksis (for eksempel for å 
opplyse om eventuelle overføringer av verdier som er gjort til deg). 

1.7.4 Hvor lenge vi oppbevarer opplysningene dine 

Vi vil beholde opplysningene dine som en del av registreringen av hhc-
aktiviteter vi har utført, i 10 år fra forespørselsdatoen.  

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.8 Jeg er pasient eller et medlem av allmennheten 
Denne delen gjelder hvis du er pasient, en pasient som deltar i et program for 
administrert tilgang (f.eks. bruk med særlig utleveringstillatelse) eller et 
medlem av allmennheten som ber om medisinsk informasjon eller rapporterer 
forhold angående sikkerhet eller kvalitet. Hvis du er helsepersonell, kan du 
også se delen Jeg er helsepersonell. 

1.8.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg hvis: 

• helsepersonell søker på dine vegne for å inkludere deg i et program for 
administrert tilgang i regi av Eisai  

• du kontakter oss for å be om medisinsk informasjon eller for å 
rapportere om potensielle sikkerhets- eller kvalitetsproblemer knyttet til 
et Eisai-produkt  

Vær oppmerksom på at Eisai ikke kan gi medisinske råd til medlemmer av 
allmennheten, og at vi vil henvise deg til helsepersonell hvis du trenger 
medisinsk rådgivning og veiledning. Medisinsk informasjon kan bestå av 
faktaopplysninger som er tilgjengelige på pasientinformasjonsarket («PIL») for 
medlemmer av allmennheten, hvis dette er relevant for spørsmålet ditt. 

1.8.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for de formålene som er 
angitt i 1.8.1, og det kan omfatte: 

• for programmer for administrert tilgang – initialer, alder, kjønn, 
helsetilstand 

• navnet ditt 

• kontaktopplysningene dine, for eksempel adresse, e-post eller 
telefonnummer 

• detaljer om forespørselen fra deg om medisinsk informasjon om et 
Eisai-produkt 

• detaljer om et potensielt sikkerhets- eller kvalitetsproblem angående et 
Eisai-produkt du rapporterer 

• opplysninger om deg eller andre som har tatt produktet (hvis du 
rapporterer et potensielt sikkerhetsproblem), inkludert alder, kjønn, 
helsetilstand og kontaktopplysninger til helsepersonellet som forskrev 
produktet 

1.8.3 Hvordan bruker vi personopplysningene dine? 

Opplysninger vi samler inn fra deg, vil bare bli brukt til 



 INTERNAL - Level 1 

• å administrere programmet for administrert tilgang 

• å svare på forespørselen din om medisinsk rådgivning ved å be deg om 
å kontakte helsepersonell 

• å svare på en forespørsel fra deg om medisinsk informasjon ved å 
oppgi faktaopplysninger som er tilgjengelige i PIL, hvis dette er relevant 
for spørsmålet ditt 

• å overholde Eisais rettslige forpliktelser i forbindelse med rapportering 
av sikkerhets- eller kvalitetsproblemer knyttet til Eisais produkter, og 

• å skape et informasjonsgrunnlag for det terapeutiske området Eisai har 
en interesse i 

De rettslige grunnlagene vi baserer oss på for å behandle 
personopplysningene dine er, etter hva som er aktuelt, ditt samtykke til å delta 
i programmet for administrert tilgang, Eisais berettigede forretningsinteresser 
(i forbindelse med å svare på forespørsler om medisinsk informasjon og skape 
et informasjonsgrunnlag for det terapeutiske området Eisai har en interesse i), 
overholdelse av en rettslig forpliktelse og av hensyn til allmennhetens 
interesse på området folkehelse (i forbindelse med rapportering av sikkerhets- 
og kvalitetsproblemer). 

1.8.4 Hvor lenge vi oppbevarer opplysningene dine 

Hvis du deltar i et program for administrert tilgang, lagres opplysningene dine i 
opptil 25 år etter at programmet er avsluttet. Hvis du kontakter oss for å be om 
medisinsk informasjon, vil vi lagre en kopi av forespørselen din og av Eisais 
svar i 3 år fra datoen for forespørselen din. Hvis du kontakter oss om et 
medisinsk problem eller sikkerhetsproblem angående et Eisai-produkt, eller du 
ber om medisinsk informasjon, vil vi lagre opplysningene dine i 15 år etter at 
markedsføringstillatelsen for produktet er bortfalt, i henhold til gjeldende 
lovgivning. 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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1.9 Jeg er pasientrepresentant, er blitt invitert til å tale ved et Eisai-

arrangement eller deltar i en Eisai-video 
Denne delen gjelder hvis du er pasientrepresentant, er blitt invitert til å tale 
ved et Eisai-arrangement eller deltar i en Eisai-video. 

1.9.1 Når samler vi inn opplysninger om deg? 

Vi samler inn opplysninger om deg hvis du 

• samhandler med Eisais personale eller representantene våre; 
samhandler med innleggene våre på sosiale medier  

• angir at du er interessert i og/eller deltar i arrangementer som 
organiseres eller sponses av Eisai 

• er en pasientrepresentant som forteller om erfaringene dine og 
helsetilstanden din på et arrangement organisert av Eisai, for eksempel 
et hhc-arrangement 

• påtar deg å tale ved et arrangement organisert av Eisai, for eksempel 
en tilstelning for ansatte, eller 

• deltar i en Eisai-video eller annet materiale 

1.9.2 Hva slags opplysninger samler vi inn om deg? 

Vi samler bare inn opplysninger som er relevante for de formålene som er 
angitt i 1.9.1, og det kan omfatte: 

• navnet ditt 

• kontaktopplysningene dine, for eksempel adresse, e-post eller 
telefonnummer 

• detaljer om helsen din, familiemedlemmer eller andre opplysninger som 
du frivillig deler eller gjør tilgjengelige for Eisai 

1.9.3 Hvordan bruker vi personopplysningene dine? 

Opplysninger vi samler inn fra deg, vil bare bli brukt til 

• å forenkle besøket ditt og tilgangen din til Eisai-arrangementet, og til å 
hjelpe deg med å holde presentasjonen 

• å legge til rette for innspilling av en video du skal delta i 

• legge til rette for produksjon av materiale i forbindelse med 
arrangementet du deltar i (f.eks. ved å ta bilder) 

 
Det rettslige grunnlaget vi baserer oss på for å behandle personopplysningene 
dine, er samtykke, for å oppfylle enhver avtale vi har inngått med deg, og for 
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Eisais berettigede interesse, særlig Eisais berettigede interesse i å 
administrere hhc-programmet. 

1.9.4 Hvor lenge oppbevarer vi opplysningene dine? 

Vi beholder opplysningene din i 2 år fra den datoen da du gjennomfører 
presentasjonen. Hvis du deltar i en Eisai-video eller annet materiale, vil vi 
beholde denne informasjonen i 6 år fra publiseringsdatoen eller på en annen 
måte som vi avtaler med deg. 

Klikk på denne koblingen for å lese om rettighetene dine og deling av 
opplysningene dine, om endringer i denne personvernerklæringen og om 
hvordan du kontakter oss. 
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2 Rettigheter, deling av opplysninger, endringer i denne personvernerklæringen 

og hvordan du kontakter oss 

2.1 Hvilke rettigheter har du? 

Med hensyn til personopplysningene vi har samlet inn om deg, har du under 
visse omstendigheter rett til 

• å be om tilgang til personopplysningene 

• be om å få rettet personopplysningene 

• be om å få slettet personopplysningene 

• be om at vi begrenser hvordan vi behandler personopplysningene 

• protestere på hvordan vi behandler personopplysningene, og 

• be om å få en kopi av personopplysningene du har gitt til Eisai, i et 
elektronisk format 

 
Vi vil ta stilling til enhver slik forespørsel i tråd med gjeldende personvernlover. 
Men vær oppmerksom på at det kan være en rettslig eller annen gyldig grunn 
til at Eisai kanskje ikke kan behandle hele eller deler av forespørselen din. 

Når du har bedt oss slette personopplysningene dine, vil vi enten slette eller 
anonymisere dem. Hvis det ikke er mulig for oss å slette eller anonymisere 
personopplysningene dine, vil vi iverksette tiltak for å plassere dem et sted 
hvor de vil bli lagret sikkert inntil vi kan slette eller anonymisere dem. 

Du kan når som helst trekke tilbake et samtykke til behandling av 
personopplysningene dine, men det vil ikke påvirke lovligheten av behandling 
som har funnet sted før dette tidspunktet. 

Du har rett til å klage til en personvernmyndighet hvis du ikke er fornøyd med 
måten vi håndterer opplysningene dine på. Du finner kontaktopplysningene til 
din lokale personvernmyndighet i tabellen nedenfor:   
 
Land  Kontaktopplysninger  

Danmark  Datatilsynet   
Borgergade 28, 5  
 DK-1300  
 København K  
 Danmark  
Telefon +45 33 19 32 00  
www.datatilsynet.dk  
dt@datatilsynet.dk  

Sverige  
  

Datainspektionen   
Box 8114  

http://www.datatilsynet.dk/
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SE-104 20 Stockholm  
Sverige  
www.datainspektionen.se  
datainspektionen@datainsoktionen.se  
  

Norge  
  

Datatilsynet   
Postboks 8177 Dep 0034 Oslo 
Norge  
www.datatilsynet.no  
postkasse@datatilsynet.no  
  

Finland  Dataombudsmannens byrå  
00521 Helsinki  
Finland  
www.tietosuoja.fi  
tietosuoja@om.fi  
  

 
Hvis du vil be om tilgang til, rette eller slette personopplysningene vi har 
samlet inn om deg, kan du sende en e-post 
til Data_Protection_EMEA@Eisai.net. 

2.2 Hvem deler vi opplysningene dine med? 

Vi kan dele opplysningene dine med: 

• autoriserte grupper og enkeltpersoner innenfor Eisai 
• andre enheter i Eisai-konsernet (se også 2.3 nedenfor) 
• tredjepartsleverandører eller potensielle leverandører som leverer relaterte 

tjenester eller forretningssystemer som brukes av Eisai for å behandle 
opplysningene dine på en sikker måte 

• myndighetsorganer og/eller andre kompetente organer som har myndighet 
til å be om å få utlevert personlig opplysninger vi har lagret 

• et hvilket som helst relevant organ i legemiddelindustrien for å opplyse om 
en betaling eller annen verdioverføring til helsepersonell 

• profesjonelle rådgivere 
• farmasøytiske selskaper som Eisai samarbeider med om markedsføring 
• en kjøper eller potensiell kjøper av en virksomhet eller eiendel som vi skal 

selge (eller vurderer å selge), og 
•  tredjeparter når loven krever det (for eksempel skatte- eller 

tollmyndigheter) 

2.3 Deling av opplysningene dine utenfor Det europeiske økonomiske 
samarbeidsområdet (EØS) 

http://www.datainspektionen.se/
mailto:datainspektionen@datainsoktionen.se
http://www.datatilsynet.no/
mailto:postkasse@datatilsynet.no
http://www.tietosuoja.fi/
mailto:tietosuoja@om.fi
mailto:Data_Protection_EMEA@Eisai.net
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Personopplysninger vi samler inn fra deg, kan overføres til land utenfor EØS 
der Eisai har virksomhet. Eisai er en internasjonal organisasjon som har 
virksomhet i en rekke land, blant annet Storbritannia, Japan og USA. Her 
finner du en liste over landene de ulike enhetene i Eisai-konsernet befinner 
seg i: https://www.eisai.com/company/profile/group/index.html 
 

Vi bruker også tredjepartsleverandører til å levere en rekke forretningsverktøy, 
inkludert verktøyene vi bruker til rekruttering, personaladministrasjon, 
anskaffelser og økonomi, og vi deler personopplysningene dine med disse 
tjenesteyterne. Noen av disse leverandørene kan befinne seg utenfor EØS. 

Noen land utenfor EØS har kanskje ikke en personvernmyndighet og/eller 
databehandlingsprinsipper og/eller etablert rettigheter for registrerte personer, 
så det er ikke sikkert at du kan håndheve rettighetene dine på samme måte 
der. Mottakerorganisasjonene er kanskje heller ikke lovpålagt å sikre 
opplysningene dine etter EØS-standarder. Eisai vil ta alle nødvendige skritt for 
å sikre at personopplysningene dine blir beskyttet under slike omstendigheter. 

Vi opprettholder prosesser for å sikre at enhver tredjepart vi bruker, og som vil 
behandle opplysningene dine, inkludert andre Eisai-enheter, vil følge de 
samme standardene for å beskytte opplysningene dine som i EØS. Dette 
inkluderer å utføre nødvendige aktsomhetsvurderinger på slike tredjeparter 
(for eksempel av sikkerhetstiltak de har etablert for å beskytte opplysninger) 
og å inngå avtaler som inneholder tilstrekkelige avtalefestede tiltak for å 
beskytte opplysninger, som kan omfatte inngåelse av standardavtalevilkår 
som myndighetene i EU mener gir et tilstrekkelig vern av 
personopplysningene dine. 

Der det er relevant, kan Eisai overføre personopplysninger til kompetente 
utenlandske myndigheter for sikkerhetsrapportering, hvis en slik overføring er 
nødvendig av hensyn til viktige allmenne interesser, ettersom disse 
interessene er anerkjent ved lov. 

2.4 Endringer i denne personvernerklæringen 

Eisai kan fra tid til annen oppdatere denne personvernerklæringen. Du kan gå 
til nettstedet www.eisai.eu / Privacy-policy / når som helst for å se den nyeste 
versjonen. 

Denne personvernerklæringen ble sist oppdatert i november 2024 

2.5 Slik kommer du i kontakt med oss 

https://www.eisai.com/company/profile/group/index.html
http://www.eisai.eu/privacy-policy/


 INTERNAL - Level 1 

Du kan kontakte Eisais personvernombud og personvernteam ved å bruke e-
postadressen Data_Protection_EMEA@Eisai.net eller ved å skrive til 
adressen som er oppgitt ovenfor. 
 

mailto:Data_Protection_EMEA@Eisai.net

